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important information and phone numbers for seniors



For information on this or any other state issues, 
please contact Assemblyman Ra at:
825 East Gate Boulevard, Suite 207, Garden City, NY 11530 •
516-535-4095 • rae@nyassembly.gov

if you believe you have been the victim of a scam 
or have been contacted by a scammer, call:

irs:
1-800-366-4484

federal trade commission
1-877-FTC-HELP 
(1-877-382-4357)

nassau county district 
attorney’s office:

516-571-3505

Dear Neighbor,

In recent years, far too many New Yorkers 
have been victimized by scams and identity 
theft. They’ve spent far too many hours 
trying to undo the damage to their finances, 
to their credit and to their personal 
information. Sometimes, the harm is 
irreversible. That’s why it’s so important to 
protect yourself from scam artists through 
smart prevention.

This guide includes some strategies to 
protect yourself from bad actors who get 
their hands on your personal information. 
As your Assemblyman, it’s important to 
me that you have all the information you 
need to protect your identity and financial 
resources.

Sincerely,

 

assemblyman ed ra

Police: Scam Makes It Look Like Call Coming From Cops 

don’t be scammed
In recent months there have been multiple news reports of Long 
Island residents, particularly senior citizens, being scammed. 
Here are some important tips to avoid being the next victim:

•	 ask questions – If someone calls claiming to be a family 
member in distress and asks for money, confirm details they 
gave you with another family member or ask questions that 
a stranger couldn’t possibly answer. 

•	 do not give out personal information – Never give 
out personal information such as Social Security Number, 
bank account, or credit card numbers via phone or internet 
unless you are certain of who you are dealing with. 

•	 guard your medical information – Only provide 
medical insurance information to those who have provided 
the medical service.

•	 don’t send money to someone you don’t know – 
That includes an online merchant you have never heard of or 
an online friend who asks for money or favors. It is best to 
do business with sites you know and trust. If you buy items 
online, consider a payment option that provides protection, like 
a credit card. Don’t send cash or use a wire transfer service. 

•	 the irs will not call you – All communication with the 
Internal Revenue Service is done by U.S. Mail. The IRS will 
never ask for credit or debit card numbers over the phone. 
The IRS will never threaten to bring in local police or other 
law enforcement groups to have you arrested for not paying. 


